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MISP Summit II kick-off

• Welcome to the second annual MISP Summit

• Let’s talk a bit about what changed since last year
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Massive growth in the user-base

• 600+ organisations on the CIRCL instances

• 1k+ people pulling the OSINT feed

• 273 unique git clones over the past 14 days

• Many new independent communities, ISACs and trust groups rely
on MISP

3 of 7



New use-cases / communities emerging

• Financial sector

• Law enforcement

• Intelligence communities

• Vulnerability information sharing

• Specialised use-cases for MISP for tracking particular types of
threats
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Several new parties that are contributing heavily

• Siemens

• BAE

• CERN

• Fortinet

• NCSC.nl
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Other big changes that we’ll talk about during the day

• Long list of new features

• Building an open MISP eco-system

• Standardising the MISP format
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Q&A

• https://github.com/MISP/MISP

• https://github.com/MISP/ for misp-modules, misp-objects and
misp-taxonomies

• info@circl.lu (if you want to join one of the MISP community
operated by CIRCL)

• PGP key fingerprint: CA57 2205 C002 4E06 BA70 BE89 EAAD
CFFC 22BD 4CD5
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